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London and Brussels specializing in antitrust and EU law.
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and privacy. Her thesis, “Design and Analysis Methods for Privacy Technologies”,

received the European Research Consortium for Informatics and Mathematics

Security and Trust Management Best PhD Thesis Award, and her work on privacy

engineering received the CNIL-INRIA Privacy Protection Award 2017. She regularly

publishes in the most prestigious venues in security (e.g. ACM Conference on

Computer Security; USENIX Security Symposium) and privacy (Privacy Enhancing

Technologies).

Wouter Lueks is a tenure-track faculty member at the CISPA Helmholtz Center for

Information Security in Saarbrücken, Germany, which he joined in late 2022. Before

that he was a postdoctoral researcher at EPFL in Lausanne, Switzerland, where he

worked with Carmela Troncoso in the SPRING lab. He is interested in solving real-

world problems by designing end-to-end privacy-friendly systems. To do so he

combines privacy, applied cryptography and systems research. His designs for

privacy-friendly contact tracing have been deployed in millions of phones around

the world, and his secure document search system is being deployed by a large

organization for investigative journalists.

Paolo Balboni (PhD) is a Professor of Privacy, Cybersecurity and IT Contract Law at

the European Centre on Privacy and Cybersecurity (ECPC) within the Maastricht

use, available at https://www.cambridge.org/core/terms. https://doi.org/10.1017/9781009414630
Downloaded from https://www.cambridge.org/core. IP address: 13.201.136.108, on 31 Jul 2025 at 12:17:52, subject to the Cambridge Core terms of

https://www.cambridge.org/core/terms
https://doi.org/10.1017/9781009414630
https://www.cambridge.org/core
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governments on national matters concerning cyber security and privacy, and in
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Vincent Graf Narbel joined the ICRC in 2015 as an ICT Innovation Officer after more
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area of Biometrics, Digital Identity, Artificial Intelligence and Blockchain. He is also
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LLM in International Humanitarian Law and Human Rights from the Geneva

Academy. In Geneva, she worked as a legal researcher at the human rights non-
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designing and implementing technology solutions to support UNHCR’s activities

around communicating with communities in emergencies and supporting the

agency’s Connectivity for Refugees efforts. Previously he worked with the

Communicating with Disaster Affected Communities (CDAC) Network, exploring

sector-wide issues relating to community engagement and accountability to affected

people. He has also spent time working in the private sector for a telecommunications
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International in Berlin. He holds a BA in Politics from the University of Bath and an

LLM in IT and Telecommunications Law from the University of Southampton.
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Intelligence – CAHAI; Convention 108 – Consultative Committee) and has served as

an expert on data regulation for several national and International Organizations,

including the United Nations, the EU Agency for Fundamental Rights, and the

European Commission. He has held visiting appointments in several universities,

including the Berkman Klein Center for Internet & Society at Harvard University,

Nanjing University of Information Science (NUIST), Universitat Oberta de Catalunya

and Universidad de Murcia, and he joined the University of Oxford as a visiting

research fellow at the Oxford Internet Institute in 2013 and 2014 working on data

protection and big data. He is an associate editor of the Computer Law & Security

Review and a member of the Editorial Board of the European Data Protection Law

Review. His latest book is Beyond Data: Human Rights, Ethical and Social Impact

Assessment in AI (T.M.C. Asser Press – Springer, 2022). In 2022 he was awarded the

Jean Monnet Chair in Mediterranean Digital Societies and Law, in recognition of

excellence in European Union studies, by the European Commission.
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